Example Risk Reduction Overview:

Giving users access to a network with sensitive data over the internet.
This example is purely hypothetical and does not reflect an existing design.
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